
If the person is on Table 356 PE-IFFS, the date of the 

offense is checked. If it is after the T356 effective 

date, the offense will be considered by PSUN150P in 

determining the IFFS flag, and by PNIN600P in 

determining the NICS index.

Start

? Mental Health (MH) 

record

Exclusion

flag set?

YES

NO

? Criminal conviction where:

- POS ID = Y

- Felony flag = Y

--- or ---

? Misdemeanor Crime of 

Domestic Violence (MCDV) 

conviction where:

- POS ID = Y

- RTV = qualified relationship 

code

YES
NO

YES

? Felony conviction 

where: 

- POS ID = N
- has a statute citation

NO

Exclusion

flag set?

YES

NO

? Active protective order 

(PO, POC) where:

- Brady flag = Y

- Service date is set

YES

YES

Exclusion flag 

set?

YES

? Archived protective 

order (PO, POC) where:

- Brady flag = Y

- Service date is set

- NIC number is blank

- Version = NEW (post-

2011)

- last updated date >= 

expiration date

Exclusion

flag set?

YES

NO

B

A

A A

B

YES

A

NO

YES

? Misdemeanor Crime of 

Domestic Violence 

(MCDV) conviction 

where:

- POS ID = N

- RTV = qualified 

relationship code

Exclusion

flag set?

YES

A

NO

YES

NONO

APSIN NICS Interface Record-Inclusion Overview

Notes
Transmission of a gun-purchase denial record to the NICS Index is 
prioritized so only one PCA (Prohibiting Category Code) for an individual 
is submitted.

On this diagram, once A (Send to NICS) or B (End) is reached, the 
process exits. B cases that bypass the remainder of the flow are 
explained in context.

Priorities from highest to lowest are shown by PCA values in yellow 
circles on the diagram:

  J State prohibitor (in APSIN’s case, used for Misdemeanor Probation 

instances entered on the Maintain NICS Index Entry screen 

PNIU100P)

  D Mental Health record

  A1 Felons with no POS ID

  I Misdemeanor Crime of Domestic Violence (MCDV) conviction with 

no POS ID

  H Long term protective orders (including archived PO’s if they are in 

the NEW format)

End

A B

D

A1 I H

H

NO

B

Is there a NIC 

number?

NO

PO or POC (with 

Brady flag ‘Y’) 

were recorded 

with NCIC via 

EPO or MPO 

message.

Subject is 

already in III 

via EHN 

message 

transmitting  

IFFS flag ‘D’.

Send to NICS

? Non-expired 

Misdemeanor Probation 

(PCA = J)

B
YES

NICS screen 

PNIU100P was 

already used to 

create NICS 

Index entry

J

3.11.1 NICS



Alaska Dept. of Administration

Division of Motor Vehicles 

Alaska License and Vehicle Information 

Network
SMS message framing and protocol

ApsinC 

Computerized Criminal History

ALVIN

(DMV)

CCH

 Person data

     Apsin ID → 

Alaska Department of Public Safety

ApsinC Interface with DMV ALVIN

Service Layer
ApsinAlvinService,

APSINNIEMPerson,
ApsinBrokerService, 

etc.

ApsinAlvinService

For persons with matched DMV data, the CCH system 
treats the DMV demographic data as the current, best 
identification of the person.

ApsinAlvinService receives new and 
changed ALVIN Person and 
Company data { DMV ID, name, sex, 
DOB, SSN, hair color, eye color, 
height, weight }. If there is a match 
in CCH, that Person record will be 
updated if necessary. If there is no 
match, a new Person record is 

created in CCH.

 Person data from ALVIN

ApsinAlvinService receives new and 
changed ALVIN Person and 
Company data { DMV ID, name, sex, 
DOB, SSN, hair color, eye color, 
height, weight }. If there is a match 
in CCH, that Person record will be 
updated if necessary. If there is no 
match, a new Person record is 

created in CCH.

 Person data from ALVIN

When a new CCH Person is created, 
the service returns the Apsin ID to 
ALVIN.

Apsin ID to ALVIN → 

When a new CCH Person is created, 
the service returns the Apsin ID to 
ALVIN.

Apsin ID to ALVIN → 

Person and 

Company data

Data is pushed from ALVIN to Apsin whenever 
a Person record in ALVIN is created, modified, 
or merged to eliminate a duplicate record.

Statewide Message Switch

3.12.1 Apsin-ALVIN



Phase 1 - SMS

APSIN
IBM Mainframe z/OS, CICS
Software AG Natural and ADABAS

AABIS

FBI

FBI WIN/FBI

NLETS $.A.CHR

FBI (NCIC, III, NICS)

NLETS

Local Law Enforcement

DHSS, DOC, Courts

Local Law Enforcement

APSIN database

$.A.xxx

CCH requests, 
rejects, 

SSO messages, 
hit/no-hit, etc.

Email

FP submissions

LS and TC

Demographics
& validations

Livescan
(DHSS, DOC, 
Courts, etc.)

( Email )

Criminal and 
Applicant

fingerprint 
submissions

APSIN 
User 

Interface

Hot Files

Criminal History

Property 
Information

Other APSIN data Arrest Information

CARDS Information

Person 
Information

CR

Alaska Department of Public Safety

Alaska Public Safety Information Network

ApsinC Phase 1 – SMS

PAT Switch
(Pacific Applied Technology)
IBM mainframe assembler language; TCP/IP 
in CICS; ADABAS message storage

Demographics
& validations

CR QR

Statewide Message Switch

PAT Switch

Statewide Message Switch

PAT Switch

Statewide Message Switch (SMS)

Position the new SMS between the existing PAT switch and 

all outside connectors. All communications with APSIN will 

pass through the SMS, and be relayed unaltered to the PAT 

switch. All output messages from the PAT switch will be 

passed unaltered through the SMS to their destination.

Phase 1 - SMS

4.1.1 SMS



Secure messaging

Other organizations

APSIN

AABIS

FBI (NCIC, III, NICS)

NLETS

Local Law Enforcement

Alaska Department of Public Safety

Alaska Public Safety Information Network

ApsinC Phase 2 – Secure Messaging

Secure Messaging

The Secure Messaging component is added. 

Independently of the PAT switch, it can interact 

with all traditional APSIN partners, for example: 

queries of NCIC, III, NICS. New opportunities to 

extend the utility of the switch and enhance 

statewide law enforcement and justice 

operations are provided by availability of the 

SMS to all users of the Secure Messaging 

component.

Tribal Access Program agencies can interact 

with not only NCIC, but all the other ORIs that 

connect to the SMS.

Secure messaging 

DPS and Local 

Law Enforcement

database

PAT Switch

Statewide Message Switch

State of Alaska 

agencies

Dept. of 

Law

Courts

Corrections

DMV

DHSS BCU

DHSS DJJ

Tribal Access Program

Participating 

organizations

( If DPS and TAP orgs

should ever partner )

Phase 2
New rich, secure messaging opportunities

4.2.1 Secure Messaging



Secure messaging

Other organizations

FBI (NCIC, III, NICS)

NLETS

Local Law Enforcement

Alaska Department of Public Safety

Alaska Public Safety Information Network

ApsinC Phase 3 – CCH, SOR, Hotfiles

CCH + SOR + Hotfiles

The core components that replace legacy APSIN 

are introduced:

CCH – Computerized Criminal History

SOR – Sex Offender Registry

Hotfiles – wants/warrants, missing 

persons, property, vehicles, securities, 

etc. plus Alaska in-state-only hotfiles

Historical data in APSIN is loaded into the new 

component databases. Mainframe APSIN and 

the PAT message switch are decommissioned.

This diagram is simplistic in its focus on the 

additional three components. After 

implementation of Phase 3, all of the 

capabilities shown on the ApsinC Overview 

diagram and its Legend: ApsinC Overview with 

Requirements Detailed are now operational. 

Interagency automated integrations can be 

built using the SMS and the Service Layer as 

described on those documents.

Statewide Message Switch

State of Alaska 

agencies

Dept. of 

Law

Courts

Corrections

DMV

DHSS BCU

DHSS DJJ

Tribal Access Program

Participating 

organizations

( If DPS and TAP orgs

should ever partner )

Modules to replace mainframe APSIN

Hot Files SOR
Secure 

messaging
CCH AABIS

Phase 3
Implement core application replacements of APSIN;

Retire all mainframe components (APSIN and the 
PAT switch).

4.3.1 CCH, SOR, Hotfiles



SMS message framing and protocol

 ======================== APSIN Consolidated ( ApsinC )   ===========================

Modules to replace mainframe APSIN

State of Alaska 

agencies
Alaska Local

Law Enforcement
15+ agencies using these and similar 

CAD, RMS and mobile products:

Hot Files SOR TraCSARMSCAD AABIS
Secure 

messaging

PBK

(LAW)

CourtView

(ACS)

ACOMS

(DOC)

ALVIN

(DMV)

BIO-Key

CIS

eFORCE

Enterpol

New World Systems

PSSI

Spillman

Tiburon *

TriTech *

Sungard-HTE

VisionAIR *

* Tiburon, TriTech and VisionAIR 

are products and brands 

subsumed by the vendor now 

known as CENTRALSQUARE.

CCH

FBI CJIS systems

NGI NCIC IIINICS

Nlets and States

State...Nlets State...
State...

22

21

20

23

50

4 5 6 7 81 2
3

4043 41

30

31

BCU

(DHSS)

DJJ

(DHSS)

24

25

Alaska Department of Public Safety

ApsinC Overview

0

90

Service Layer
ApsinC web services:

APSINNIEMPerson,

ApsinBrokerService, etc.

42

9

- Document 

Archive

- ElMOR

- Photo stores

- etc.

Misc apps:

- Document 

Archive

- ElMOR

- Photo stores

- etc.

Misc apps:

Statewide Message Switch

5.1 ApsinC Overview



Apps 
using

Broker
services

APSIN
IBM Mainframe z/OS, CICS
Software AG Natural and ADABAS

AABIS

FBI

FBI
“$.A” messages from 
FBI via the PAT switch 

in response to 
fingerprint submissions

WIN/FBI

NLETS $.A.CHR

FBI (NCIC, III, NICS)

NLETS

Local Law Enforcement

DHSS, DOC, Courts

Local Law Enforcement

DPSFPDWS

NSAF

CCHApsinUpdate

CCHNameSearch

DPSAFISLtrPDF
DPSAFISLtr

CCHECS
CCHCARDSLtr

CCHFPArchiveWeb
CARDS

III notifies states to 
send CHRI to Alaska

Alaska requests Criminal 
History Record Information 

(CHRI) from III

CHRI received 
from 

other states

Mainframe 
Broker services

   

QR

Five COBOL 
programs 

process $.A 
messages

APSIN database

CR

$.A.xxx

CCH requests, 
rejects, 

SSO messages, 
hit/no-hit, etc.

Email

FP submissions

LS and TC

DPSFPTableWS

Demographics
& validations

NSAFSubmitService
(six “flavors”)

Livescan
(DHSS, DOC, 
Courts, etc.)

( Email )

Criminal and 
Applicant

fingerprint 
submissions

APSIN 
User 

Interface

Hot Files

Criminal History

Property 
Information

Other APSIN data Arrest Information

CARDS Information

Person 
Information

QPB – Query Person Basic

UAR – Enter/Update Arrest
UPI – Enter/Update Positive ID

UAF – Enter/Update Pos. ID for ATN

EFC – Enter Fingerprint Card

QPA – Query Person Aliases

MPD – Modify Person Demographics

UFC – Update Fingerprint Card
UMF – Update Printed Flag

QPL – Query Person List
QPC – Query Person Convictions

EPD – Enter Person Demographics

QFC – Query Fingerprint Card

GFR – Criminal History Report

ECL – Enter FP Card Client

CFM – Override FP Card Data

UCL – Update FP Card Client
DFM – Delete CARDS messages

(green = exclusive 
to AABIS)

CR

CCHReceive TC CCH

TC (Transaction 
Controller) message 

flow from WIN

Alaska Department of Public Safety

Alaska Public Safety Information Network

Legacy APSIN Overview

QUS – Query User Security

PAT Switch
(Pacific Applied Technology)
IBM mainframe assembler language; 
TCP/IP in CICS; ADABAS message 
storage

PAT Switch

PAT Switch

6.3.1 Legacy APSIN Overview



* PRJ-NCIC-MESSAGE...

...is a simple record type comprised of a 24-byte key and ten 128-byte 
blocks (1,280 bytes message data per record). One “PAT message” is 
comprised of 1-to-n PRJ-NCIC-MESSAGE records, all of which share 
mostly the same value of the key MLOG-RECKEY (probably the first 21 
bytes; see image).

→→ Incoming

Outgoing →→ 

NCIC (including 

III/NFF)
Nlets

DPS Interface
SoftwarePacific Applied 

Technology (PAT)

message switch

DPS 

authorized

Personel

Public Safety 

automation boundary

Public Safety 

automation boundaryNCIC - National Crime Information Center (FBI)

Nlets - The International Justice and Public Safety Network 

(originally NLETS was an acronym for “National Law 

Enforcement Telecommunication System”)

x Off-page connector /

Active hyperlink for the RFI

Off-page connector /

Active hyperlink for the RFI

Primary process

in focus

Primary process

in focus

Secondary processes

in other colors

Secondary processes

in other colors

LEGEND

gogo

LEI

(Local law 

enforcement 

agencies)

Alaska

Division of

Motor Vehicles

LEI - APSIN’s Law Enforcement Interface

PAT - Pacific Applied Technology message switch

III - Interstate Identification Index (FBI)

Alaska Department of Public Safety

DPS APSIN and PAT Message Switch Flows

version: 2019.01.25
DFD level: Context

queries, 

responses,  

messages

queries, 

responses,  

messages

queries, 

responses,  

messages

* PRJ-NCIC-MESSAGE

(ADABAS file 144)NFF – National Fingerprint File (FBI)

gogo

6.3.2 Top.0

y Broken or misdirected

hyperlink (because this 

document is only a subset)

Broken or misdirected

hyperlink (because this 

document is only a subset)



Top.0

DMV

DPS Interface Software

 - Incoming

DPS Interface Software

 - Incoming

PRJD990P
Process 

unsolicited 
messages

TIDDEF 
generation

APSIN

database

TID Table
(CICS)

Pacific Applied 

Technology (PAT)

message switch

queries, 

responses, 

messages

PRJD800P
Process Batch 

Queue 
messages

gogo

returnreturn

III/NFF $.A.xxx messages
and Nlets requests

START TRANSID(PD98)

gogo

LEI, NCIC, III, Nlets
START TRANSID(PD80)

DFD level 0

When PAT invokes DPS software (via START TRANSID 
PD80 or PD99) it passes 1,132 bytes of data. The invoked 
programs (PRJD800P and PRJD990P) use the CICS 
RETRIEVE command to copy the data into working storage.

The 1,132 bytes are structured as follows:

• 80-byte PAT Line Transmission Control Block (LXCB).  
Although data is stored in the database (PRJ-NCIC-
MESSAGE file) in LXCB FMT4 (the newer PAT “format 4”), 
the LXCB is passed to PD80 and PD99 tasks using the 
older FMT2 format.

• 4-byte binary value of the full size of the transmitted 
message (it might be longer than the 1,024 bytes made 
available via the CICS RETRIEVE).

• 24-byte MLOG-RECKEY value which is the key to the PRJ-
NCIC-MESSAGE file.

• 1,024 bytes of the transmitted message.

If the transmitted message is longer than 1,024 bytes, 
downstream processing programs (invoked during PD80 and 
PD98 tasks) will use the PATIOQUE ‘UNA’ (“UNstring As-is”) 
command to retrieve the entire message.

PRJ-NCIC-MESSAGE file management
The PAT message log, stored as ADABAS file PRJ-NCIC-
MESSAGE, is too volatile and “raw” to be downloaded by 
Real-Time Sync (Treehouse DPSync software and SQL 
Server), hence it is managed in a way not unlike the BizTalk 
MessageBox Database albeit in an old-school mainframe 
manner. The link shows an excerpt of documentation that 
explains the batch processing and the resulting mainframe 
datasets that comprise the archive of the message log.

How the PAT message switch 

starts DPS software

Before the original ALVIN was replaced with a Windows-based 
system on Jan. 20, 2018, there were online, real-time interfaces 
between ALVIN and APSIN. ALVIN now maintains the original AMB-
xxx ADABAS files only as an asynchronous interface to APSIN

APSIN continues to read and update AMB files in real time. ALVIN 
continues to post Person adds and merges into ADABAS file PRJ-
DMV-ADD-LOG. APSIN batch processes import ALVIN data as they 
have ever since ALVIN was separated from APSIN in 1997.

PRJ-NCIC-MESSAGE
(ADABAS file 144)

PEBB100P
PEBU200P
Broker app

servers

• DPS Interregion 
messages

• NCIC-capable

ALVIN

ADABAS file

PRJ-DMV-ADD-LOG (169)

AMB-PERSON (164)

AMB-LICENSE (165)

AMB-PROPERTY (162)

AMB-COURT (163)

AMB-COMPANY (167)

AMB-TABLE (160)

APSIN 
batch 

processes

APSIN 
online 

screens

EntireX Communicator 
(“Broker”)
processes

gogo

gogo

6.3.3 DPS.0 In



returnreturn

DPS.0

6.3.4 DPS.0 InA



Request 

PINTRFAC

And

PAT

services

Top.0

Batch processingCICS
 - online APSIN screens
 - Law Enforcement Interface

Executes every 15 min.
Starts PD77

Send a message using PAT
CALL by COBOL programs
  LINESND
  LINEQUE

CALLNAT by Natural programs
  PATNLSND
  PATNLQUE

ADABAS files
PRJ-TABLE (127)

Get the next QUE-LOG-REC-
KEY value from record ISN 11

PRJ-QUE-LOG (146)

ADABAS file
PRJ-NCIC-MESSAGE (144)

Send all due and 
overdue QLOG 
messages

DPS Interface Software

 - Outgoing

DPS Interface Software

 - Outgoing
returnreturn

PAT
Message 
Switch 

software

CALL

(CICS LINK)

DPS / PAT /

- NCICSEND

- NCICRECV

- INFOMSG

- DESTMSG
APSIN 

COBOL and 
Natural 

programs

ETB145
“The Broker” 

at JDC

PEBU200P
PAT Broker 
App Server

START

PD77

START

PD77

CALL / CALLNAT

PD64
POTD064
(COBOL)

PD77
PRJD770P
(COBOL)

PEBB100P
PINTRFAC 

BAS

Broker App Server
for AFIS / R&I

APSIN batch 
programs

Destinations:  External entities

• LEI partners

• Any ORI

• Nlets

• NCIC (III, NFF, NICS, etc.)

Destinations:  Internal DPS

• PAT destinations (distribution 
groups)

• Specific static terminal IDs

• Specific User queues

CALL

AFIS and R&I 
applications

PRJD771P
PD77STRT
(COBOL)

CALL

(CICS 

LINK)

CALLNAT

Process PINTRFAC

Request PAT

This simplified diagram depicts a high-level view of how the PAT message switch fits into 

DPS application architecture involved in sending messages out from DPS applications.

The linked page shows details about the Broker Application Servers mentioned on the 

current diagram:  PEBB100P (the PINTRFAC BAS) and PEBU200P (the PAT BAS in 

CICS). It also includes the two Windows-based BASes that support requests from the 

mainframe.

gogo

DFD level 0

LINK

ADABAS

Get QLOG

messages

Some CICS-hosted programs directly send messages through 
PAT. Batch programs and some CICS programs transmit 
messages by creating C (Control) and I (image) records in PRJ-
QUE-LOG (“QLOG”) which will eventually be sent by PAT via the 
PD77 CICS transaction (PRJD770P).

Back to PRJD882P (which 

star ts PD77 to send QR 

message to IIi)

returnreturn

6.3.5 DPS.0 Out



PD80.1

XCTL

PRJD800P paragraph:
A100-START-PROGRAM

has a long nested IF sequence that 
determines, based on the queue type and 
other flags, which program will process the 
message.

PRJD800P
message

router

PRJD810T

( Test )

PRJD810P
( Prod )

*

LINESND
Send errors and abend 
msgs to INFO

returnreturn

gogo

PATIOQUE
Execute PAT “UNA” (unstring as-is) to permit 
automatic modification of MLOG-RECKEY to ensure 
uniqueness of the set of PRJ-NCIC-MESSAGE 
(ADABAS) records that comprise the PAT message. 
This is a precautionary call to ensure consistency in 
the downstream programs.

START PD80
(or PD79 in 

Test)

AMKT900P
DMV debug 
terminal (not 

used)

ALVIN table 
306

PRJT900P
get debug 
terminal

APSIN table 
306

PRJD700T

PRJD700P

* gogo

PRJD600T

PRJD600P

* gogo

PCDD500T

PCDD500P

PCDD500T

PCDD500P

DFD level 1

PRJD700P processes all requests received 
from police department partners; it is the 
gateway to the Law Enforcement Interface 
(LEI).

PRJD700P processes all requests received 
from police department partners; it is the 
gateway to the Law Enforcement Interface 
(LEI).

PRJD600P processes solicited/asynchronous 
responses to NCIC, III and Nlets messages that 
originated from the PRJ-QUE-LOG file with 
which DPS programs establish round-trip 
tracking of request/response transactions.

PRJD600P processes solicited/asynchronous 
responses to NCIC, III and Nlets messages that 
originated from the PRJ-QUE-LOG file with 
which DPS programs establish round-trip 
tracking of request/response transactions.

PRJD810P processes asynchronous responses 
to NCIC messages that originated from the 
PRJ-QUE-LOG file with which DPS programs 
establish round-trip tracking of request/response 
transactions.

PRJD810P processes asynchronous responses 
to NCIC messages that originated from the 
PRJ-QUE-LOG file with which DPS programs 
establish round-trip tracking of request/response 
transactions.

* *

*

PRJ-NCIC-MESSAGE
1,132 bytes passed from PAT and 

made available using CICS RETRIEVE

PRJD800P
Process LEI, NCIC, III, or Nlets 

message (via PAT/PD80)

PRJD800P receives all solicited APSIN-related incoming message traffic from 
PAT except for the III/NFF “$.A.xxx” messages processed by PD98/PRJD990P; 
and it receives all [unsolicited] requests from LEI partners.

Whenever new LEI partners are added to PAT, this program needs to be 
modified to include their one-byte DATA-CB-MSG-TYPE value in the “PROCESS 
MESSAGE” area of this program.

NCIC responses
to online APSIN

CDL (DMV)

PRJ-QUE-LOG batch 
asynchronous

messages from 
NCIC,III, Nlets

(incl. responses to 
LEI NCIC requests)

         Law Enforcement 
        Interface (LEI)

ADABAS file

PRJ-NCIC-MESSAGE (144)

ADABAS file

PRJ-NCIC-MESSAGE (144)

6.3.6 PD80.1.PRJD800P



PRJD800P
(PD80)

returnreturn
PRJD700P
Law Enforcement 

Interface gateway

DFD level 3

PRJS001P
Get ADABAS file passwords.

PATUCTRN
Convert message to uppercase.

PATLDTWA
For a program about to be 
invoked using CICS LINK, 
establish addressability of 
parameter area(s) being passed 
by copying their addesses into the 
CICS Transaction Work Area 
(TWA).
All EXEC CICS LINK below are 
preceded by calling 
PATLDTWA.

N5CICS
Natural nucleus running in DPS 
CICS (A09SCICS aka SYSID = 
DPS), invoked via CICS transid 
NPAJ.

LEI logs on as user PINTRFAC to 
library PINTRFAC.

NTICS
Natural nucleus running in Test CICS 
(A09TCICS aka SYSID = XAR1), invoked via 
CICS transid NAT2.

All LEI tasks are logged in as user 
PINTRFAC. If the user is a DPS programmer, 
LEI logs to library PINTRFAC (to utilize code 
in development in that library); non-
programmer users are logged to library 
PDPSINTR (Test region executable identical 
to what is in Prod library PINTRFAC).

LINESND
Send errors and abend 
msgs to INFO

ADABAS file

PRJ-NCIC-MESSAGE (144)

PATCLOSE
Close ADABAS session.

ADABAS
Interact with the APSIN database.

XTPR001P
Juneau data center date routine

PATIOMOD
The program “acknowledges” the 
PRJ-NCIC-MESSAGE record 
using the PATIOMOD CHG 
command which changes the 
message status from N (not read) 
to D (displayed).

PRJD750P
Get the next unique ID for a new 
set of related PRJ-QUE-LOG 
records (does not require calling 
PATLDTWA first).

PRJD700P is the entry point to the APSIN Law Enforcement Interface (LEI). Messages destined for the LEI are detected by the PAT 
message switch by the first two bytes of their message transmission header ‘S1’. The switch dispatches these messages by starting a 
CICS PD80 task. In short, message processing begins with PRJD800P which passes S1 messages to PRJD700P.

PRJD700P contains a directory of all of the Natural subprograms that drive each LEI message-key (MKE) transaction. PRJD700P loads 
into its CICS COMMAREA the names of the LEI master Natural program PIID000P and the MKE driver program. PRJD700P passes the 
COMMAREA to and invokes the Natural nucleus program N5CICS using a CICS XCTL (transfer control without looking back) command.

PRJD700P
LEI

Msgs from LEI
agencies

CALL

LINK

XCTL
(Prod CICS)

PIID000P
LEI top 
program

EXEC EXEC

XCTL
(Test CICS)

PIxxxxxP
LEI 

subprograms

CALLNAT

The LE Interface is extensively documented 

outside of this Visio document. The linked 

information shows a few of the high points.

ADABAS files
PRJ-QUE-LOG (146)

C and I records created to manage 
responses and NCIC interactions

PRJ-SECURITY (134)
Gets agency ID to be used on the 
QLOG records

PRJ-TABLE (127)
In Test CICS, checks if transaction is 
submitted by a DPS programmer

LINK
ADABAS

NCICCALLNAT

gogo

PINN110P
Send to NCIC

queries
and 

updates

DPS
Responses from 
NCIC will ultimately 
be processed by 
PINU200P.

Responses
from NCIC

PIID000P is the Natural 
LEI entry point. It 
FETCHes the “driver 
program” for the specified 
transaction type; the 
driver in turn uses 
CALLNAT to execute all 
other programs.

gogo

PRJS001P
LINK to this program to retrieve 
the read or write password for a 
specified APSIN ADABAS file 
(does not require calling 
PATLDTWA first).

6.3.7 PD80.3.PRJD700P



The Excel workbook catalogs the 

top-level components of the LEI.

These files are a full set 

of Customer technical 

documentation.

Individual Visio flowcharts for each 

transaction type show all programs 

related to any LEI transaction type.

returnreturn

PRJD700P

Highlights of Law Enforcement Interface documentation
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